
Integrated Threat Management 
Solution (ITM) at Wipro helps 
organizations build 
measureable, effective 
detection and remediation 
actions to stay secure; get 
proactive and contextualized 
threat intelligence and 
eliminate detection blind
spots, with machine learning 
solution; and automate the 
response playbooks using the 
ITM Solution.  

Get a holistic view 

across threats

and corresponding 

responses using

Wipro's Integrated 

Threat Management 

Solution

Build and evolve maturity of incident 
response teams, independent of 
competency and people skillset, and 
ensure institutional memory of 
incident response stays within
the organization

Evidence retention of every incident 
that is legally admissible and 
availability of full documentation of 
the incident

Real time monitoring of the internet 
and e-channels for the surface web, 
deep web and dark web to detect a 
variety of targeted threats  

Wipro’s Integrated
 Threat Management
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Wipro Limited (NYSE: WIT, BSE: 
507685, NSE: WIPRO) is a 
leading global information 
technology, consulting and 
business process services 
company. We harness the power 
of cognitive computing, 
hyper-automation, robotics, 
cloud, analytics and emerging 
technologies to help our
clients adapt to the digital
world and make them 
successful. A company 
recognized globally for its 

comprehensive portfolio of 
services, strong commitment 
to sustainability and good 
corporate citizenship, we have 
over 160,000 dedicated 
employees serving clients across 
six continents. Together, we 
discover ideas and connect 
the dots to build a better and a 
bold new future.
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• Reduce mean time to detection and mean time
 to remediation

• Save analyst time on false positives and
 reduce alert fatigue

• Automated response to reduce human error

• Reliable execution of runbook and
 incident management 

• Significant reduction in false positive

Key benefits

The solution drastically reduces the 

attacker’s window of opportunity by 

shrinking the ‘mean time to detection’ 

and ‘mean time to resolution’ of a 

cyber-security incident.

• Assess control effectiveness - assess how
 actionable intelligence can be leveraged to
 evaluate effectiveness of deployed
 security technologies

• Enhanced detection capabilities - be notified
 in a timely fashion about potential and
 imminent cyber threats specifically targeting
 customer organizations

• Effective protection measures - protect your
 brand from actionable intelligence to
 effectively respond to targeted threats

Figure 1: Indicative architecture of the solution
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